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About this report 
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Information requests - January - June 2021 

Compliance rate Accounts specified 

36.2% 26.2K 

Government Non-Government Jan - Jun 2021 , 

Preservation Requests 

- Bars Table 0 

02. Overview This section covers the latest data about government information requests for Twitter 

and Periscope account information from around the world. These requests include a 

combination of routine requests and emergency requests. There are also trends and 

details about the global volume of requests, accounts specified, and the corresponding 

compliance rates, as well as insights into our related policies and global 

preservation requests. 

Twitter's operations were affected due to the unprecedented COVID-19 pandemic. 

Some notable changes since the last report:"' 

Download Report , 



03. Analysis

Country insights 

Emergency requests 

Information requests 

Decrease in global information 

requests compared to the last reporting 

period. 

Compliance rate 

Increase in global compliance rate 

compared to the last reporting period. 

➔ 

Big picture 

Global governments and law enforcement agencies submitted approximately 15% fewer 

information requests (combined emergency and routine requests) compared to the 

wevious reRorting_Reriod. There was a 49% reduction in the aggregate number of 

accounts_specified. Twitter produced some or all of the requested information in 

response to 36% of these information requests. 

Further analysis into these areas follow below. Additional information is available in 

Twitter's legal reguest FAQs. 

Twitter has now received government information requests from 98 different countries 

since 2012, including South Africa and the State of Palestine, which appeared in this 

report for the first time. 

Top requesters 

The United Statesl1l submitted the most government information requests during this 

reporting period, accounting for 24% of the global volume, and 27% of the global 

accounts specified. The second highest volume of requests originated from India, 

comprising 18% of global information requests and 30% of the global accounts 

specified. After falling to second place during the previous reporting period, the United 

States is once again the top global requester . 

..@Ran (19%) and France (14%) round out the top four countries by volume. Combined, 

these four countries accounted for 75% of all global information requests during this 

reporting period. This is the third report in a row in which these countries represent the 

top four global requesters (in varying order). 

@ Worldwide 

Top requesting countries (routine 
requests) 

1. United States 

2. India 

3. Japan 

4. France 

� United States 

Twitter received 72 (-3%) fewer 

requests from the United States, 
while the number of accounts 

specified decreased by 23,774 

(-79%) during this reporting period. 

0 

Twitter may disclose account information to law enforcement officials in response to a 

valid emergency request as described in our Guidelines for Law Enforcement.Ill 

Emergency requests accounted for roughly 15% of global information requests 

submitted to Twitter. Emergency requests decreased by 25% during this reporting 

period, while the aggregate number of accounts specified in these requests decreased 

by 15%. 

The United States submitted the highest volume of global emergency requests (36%), 

followed by ..@Ran (19%), and India (12%). 

Accounts specified 

Decrease in global accounts 

specified compared to the last reporting 

period. 

,._ India 

Twitter received 1,499 (-43%) fewer 

requests from India, while the 
number of accounts specified 

decreased by 217 (-3%) during this 
reporting period. 

0 
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About this report 
Insights into legal demands to remove content from Twitter, and other requests to 
remove content based on local law(s) from around the world. 

.. ....• . .  . . ...... .. .... .. · ... .
... 

Legal Demands Local Law(s) Jan - Jun 2021 , 

Legal 
Demands 
PublishedonJanuary25,2022 

Latest Data 

Overview 

Analysis 

Withheld Content 

Restored Content 

TOS Violations 

No Action 

01. Latest Data: Legal Demands -Table 0 

Legal demands - January - June 2021 

Compliance rate 

54% 

Accounts TOS 

53.7K 

02. Overview

-r-

-

Accounts specified 

196.9K 1.4K 6.3K 

This section covers the latest data about third-party legal demands that compel Twitter 

to remove content under our Country Withheld Content ("CWC") policy.ill 

There are also details about the latest trends in global volumes of requests, 

accounts_specified, and the total compliance rate. The total compliance rate is a 

simplified metric that combines all of Twitter's removal actions-��counts withh�(9_, 

Tweets withheld, and accounts TOS. 

Twitter's operations continued to be affected due to the unprecedented COVID-19 

pandemic. 

Some notable changes since the last report: 

•·· ........ 

Download Report , 



03. Analysis

Country insights 

Legal demands 

Increase in global legal 

demands compared to the last reporting 

period. 

Compliance rate 

Increase in global compliance rate 

compared to the last reporting period. 

0 

Big picture 

Twitter received 43,387 legal demands to remove content specifying 196,878 accounts. 

During this reporting period, Twitter saw the largest increase in total accounts reported 

and legal demands received since releasing our first transparency report in 2012. 

One contributor to the spike of specified accounts reported was the result of two legal 

demands submitted by Indonesia's Ministry of Communication and Information 

Technology. The Indonesian government claimed violations of their local law pertaining 

to sexual services and illegal adult content in 102,363 accounts. Upon investigation, 

Twitter took action on 18,570 accounts for violations to the ll!§gal or certain regulated 

goods or services, Sensitive media, Non-consensual nudity-, and Child sexual 

�Rloitation policies, meanwhile the remaining reported materials were compliant to 

Twitter Rules. 

Other increases were seen in the accounts and Tweets withheld. The spike in Tweets 

withheld was partly due to content reported by Russia that was alleged to violate local 

laws against suicide promotion. Over 52% of all withheld Tweets in this reporting period 

involved content connected to suicide promotion in Russia. The spike in accounts 

withheld was particularly the result of Twitter's compliance of an Indian blocking order 

issued under India's Information Technology Act, 2000. 

Overall, Twitter withheld or otherwise removed some or all of the reported content in 

response to 54% of global legal demands, which amounted to an 88% increase of 

compliance rate compared to the previous reporting period. The increase in the 

compliance rate is partly due to the 34% increase in violative accounts actioned under 

Twitter's Rules and Policies and partly due to tightened local laws and regulations. 

This record number of legal demands originated from 55 different countries during this 

reporting period, and included the first legal demand received from Nigeria. Twitter has 

received legal demands from 93 different countries since we published our first 

transparency report. 

Top requesters 

95% of the total global volume of legal demands originated from only five countries (in 

decreasing order): s@lliill., Russia, Turkey-, India and South Korea. 

JgRan remained the top requester, accounting for 43% of all global requests received. 

93% of requests from Japan were primarily related to laws regarding narcotics and drug 

control, obscenity, or financial-related crimes. The next highest volume of legal 

demands came from Russia, comprising 25% of global legal demands and representing 

a 56% increase from the number of requests they submitted during the previous 

reporting period. 71 % of Russian requests pertained to Russian laws prohibiting the 

promotion of suicide. Turkey- accounted for 13% of global legal demands, showing a 

30% increase of requests compared to the previous reporting period, making it our third 

largest requester. India accounted for 11 % of global legal demands, down from 18% in 

the previous reporting period. South Korea remained the fifth largest contributor of 

requests, accounting for 5% of all global legal demands. 

• Japan 

The volume of legal demands from 

Japan increased by 11 % this 

period, while the number of 

accounts specified increased by 

15%. Compared to Japan's 

decrease in legal demands in the 

previous reporting period, volumes 

bounced back, keeping Japan as the 

top requester of legal demands to 

Twitter. 

0 

W Russia 

Russia once again became Twitter's 

second largest requester accounting 

for 25% of all legal demands during 

this reporting period. This represents 

the highest amount of legal demands 

that Russia has reported to Twitter 

since the start of our transparency 

report in 2012. 

0 

Accounts specified 

Increase in global accounts 

specified compared to the last reporting 

period. 

9 Turkey 

Turkey was Twitter's third largest 

requester in this reporting period, 

even with an 8% decrease in 

accounts specified in Turkish legal 

demands. Despite this drop, legal 

demands from Turkey totaled 13% 

of all global legal demands. 

0 
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lnformauon requests - January - June 2021 

Information niquHta "° Compliance 

3.0K 68% 

02. Overview

Accounts specified 

7.1K 

This data includes the number of government information , accounts specified, 

and the corresponding ��-i:i:i.P.!����� for th���sts originating from the United 

States. We also include a hig�el breakdown of requests based on the U.S. state or 

territory they originated from (below). For more information about emergency requests 

and non-government requests, visit the Information Beques!SHRQ.tt.l:!I 

Twitter's operations continued to be affected due to the unprecedented� 

pandemic. 

Information requests 

Decrease in U.S. government information 

requests compared to the last reporting 

period. 

Accounts specified 

Decrease in U.S. government accounts 

specified compared to the last reporting 

period. 

Jan• Jun 2021 Download Report 









06. User Notice

User notice 
January - June 2021 

Search 
warrants 

Other 

Certain types of court orders 

• Not under seal / no notice provided • User notice provided • Under seal 

54.8% Under seal 

As proscribed by the Fourth Amendment, warrants typically require the most judicial 
scrutiny before they are issued. To obtain a search warrant, the government must 
demonstrate to an independent judge or magistrate that there is probable cause to 
believe that certain evidence will be found in the location identified. The government has 
to meet the greatest burden before the judge will issue this type of legal process, and 
warrants must be particularized to the specific facts of the case. A valid warrant is 
required for Twitter to disclose the contents of communications {e.g., Tweet content, OM 
content, Periscope broadcasts). 

Requests from law enforcement that do not fall in any of the above categories. 
Examples include �e.ru;x disclosure requ.ests and other requests for account 
information without valid legal process.111 

Mutual Legal Assistance Treaty 

�%ffl,t�al assistance treaty (MLAT) requests may authorize district courts within the 
United States to order Twitter to produce account information for use in a proceeding in 
a foreign or international tribunal, including criminal investigations.• 

Twitter may receive U.S. requests for information on behalf of foreign governments 
based on other forms of cross-jurisdictional assistance. For example, requests may be 
issued pursuant to letters rogatory, or under mutual legal assistance agreements with 
countries that have not yet been officially brought into force through an actual treaty. 
Additionally, MLAT requests may be issued under multilateral treaties which the U.S. has 
signed and ratified, like the Inter-American Convention on Mutual Legal Assistance of 
the Organization of American States, the Budapest Convention on Cybercrime, or the 
United Nations Convention against Transnational Organized Crime. 

• Jan 1 - Jun 30, 2021: 5% of court orders received have been explicitly identified as 
having been issued as a result of MLAT requests, which originated in Argentina, 
Australia, Chile, Czech Republic, France, Germany, Great Britain, Ireland, Israel, 
Slovenia, and Switzer1and. 

Pen Register/ Trap & Trace 

P�,�ister/trap and trace ("PATT") orders authorize the government to obtain 
prospective metadata of communications for the account specified for up to 60 days. 
This means that Twitter would be required to disclose data on an ongoing basis that did 
not yet exist at the time the order was signed. PATT orders may require Twitter to 
disclose IP address records and transactional information (i.e., the non-content portion 
of communications such as the •trom, • •to,• and Ndate" fields). Twitter is prohibited from 
notifying affected users about the existence of PATT orders until otherwise authorized 
by the court, pursuant to the PBII statute.0 

• Jan 1 - Jun 30, 2021: 10% of court orders received by Twitter were PATT orders. 
Wiretap Orders 
Wiretap orders authorize the government to obtain prospective metadata and contents 
of communications for the specified account for up to 30 days. To date, Twitter has 
not received a valid criminal wiretap order. Twitter has received orders purporteldy 
requiring such real-time surveillance, but these orders were not issued in compliance 
with the requirements of the Wiretap Act and therefore Twitter did not comply with the 
wiretap request. These orders nonetheless may meet legal requirements for other types 
of disclosures and are therefore reflected in our figures accordingly. Like PRTT orders, 
wiretap orders are issued under seal and Twitter would therefore generally be prohibited 
from notifying affected users of the existence of such an order until otherwise ordered 
by the court. 

- Bars Table 0

38.8% Not under seal/ no 
notice provided 

6.5% User notice provided 





Twitter v. Garland 

Removal 

Requests 
Published on January 25, 2021 

01. Latest Data: Removal

◄► 

legal demands • January • June 2021 

Legal demands Compliance rate 

45 53.3% 

Accounts TOS 

65 

02. Overview

As in past reports, Twitter is not reporting on any other national security process we may 

have received because of limitations imposed on us by the U.S. government. We 

continue to litigate this issue in our case Twitter v Garland. On April 17, 2020 the Court 

granted the government's motion for summary judgment and dismissed Twitter's 

lawsuit. Twitter filed a notice of appeal of that decision on June 15, 2020 and an 

opening brief on September 24, 2020. Twitter's appeal was supported by an � 

b.ri.ef filed by the American Civil Liberties Union and the Electronic Frontier 

.E2u.nd..atiQn. The government's responsive brief was filed on March 1, 2021. Oral 

argument was held on August 10, 2021 and the parties await a decision. 

We will continue to fight for meaningful transparency through this and other efforts, and 

look forward to sharing more updates here as they become available. 

01. Latest 

Data 

02. Overview 

• I 

0 

I ■ ..

Accounts specified Accounts wfthheld Tweets withheld 

96 

This data includes the number of United States government (and other complaints of 

illegal content from authorized reporters) legal_demands received to remove or withhold 

content, the number of ����.l:1.1':'.�� .. �P-��i.�i·�- in these requests, and the ��-1::1.P.(��-�-�� 

(either withheld or removed for violating the Twitter Rules). For more detailelE.te 

information, read the Removal Beq�ROI1-

Legal 

demands 

Decrease in U.S. legal demands compared 

to the last reporting period. 

Compliance 

rate 

Increase in U.S. compliance rate 

compared to the last reporting period. 
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About this report 
Insights into how and when we enforce our policies, and reports of potential violations. 

Accounts 

Actioned 

PublishedonJanuary25,2022 

Latest Data 

Overview 

Analysis 

Accounts Actioned Accounts Reported Jan - Jun 2021 , 

01. Latest Data: Accounts Actioned -Table 0 
5,000,000 

1,000,000 

3,000,000 

�.000,000 Jan - Jun 2021 

Accounts actioned 

• 
1,000,000 • 4,826,539Total 

--

Accounts actioned - January - June 2021 

Accounts suspended Content removed 

1.2M 

02. Overview

5.9M 

Twitter's purpose is to serve the public conversation. We welcome people to share their 

unique point of view on Twitter, but there are some behaviors that discourage others 

from expressing themselves or place people at risk of harm. The Twitter Rules exist to 

help ensure that all people can participate in the public conversation freely and safely, 

and include specific policies that explain the types of content and behavior that are 

prohibited. 

This section covers the latest data about instances where we've taken enforcement 

actions under the Twitter Rules to either require the removal of specific Tweets or to 

suspend accounts. These metrics are referred to as: accounts actioned, 

content removed, and accounts_suspended. More details about our range of 

enforcement options are available in our HelR Center. 

Twitter's operations continued to be affected due to the unprecedented COVID-19 

pandemic. 

Impressions 

We continue to explore ways to share more context and details about how we enforce 

the Twitter Rules. As such, we are introducing a new metric - imRressions - for 

enforcement actions where we required the removal of specific Tweets. Impressions 

capture the number of views a Tweet received prior to removal. 

•.·••··· .. •·. 

Download Report , 









Accounts 
Reported 
Published on January 25, 2022 

Civic Integrity 

The end of the 2020 US election cycle led to a significant decrease in the number of 

accounts actioned under our civic integrity policy since the last report. 

Impersonation 

This reporting period saw more activity related to impersonation scams from accounts 

based in West Africa and Southeast Asia, which may account for the increase in 

accounts actioned under our impersonation policy. 

COVID-19 misleading information 

Since the introduction of COVID-19 guidance last year, there was increased focus on 

scaling the enforcement of the policy in particular in areas related to vaccine 

misinformation. In instances where accounts repeatedly violate this ROlic}', a strike 

system is now used to determine if further enforcement actions should be applied. 

These actions include requests for tweet deletion, temporary account locks and 

permanent suspensions. We believe this system further helps to reduce the spread of 

potentially harmful and misleading information on Twitter, particularly for high-severity 

violations of our rules. 

Latest Data 

Overview 

Analysis 

01. Latest Data: Accounts Reported -Table 0 

-

■ 

Accounts reported - January - June 2021 

02. Overview Insights into ��counts report�� for violations of the Twitter Rules. 

Accounts reported 

Decrease in accounts reported compared 
to the last reporting period. 

00 
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About this report 
Insights into the unauthorized use of Twitter to mislead others and/or disrupt their 
experience by engaging in bulk, aggressive, or deceptive activity. 

Platform 

Manipulation 
PublishedonJanuary25,2022 

Latest Data 

Overview 

Analysis 

01. Latest Data: Platform Manipulation -Table 0 
Grouped by Biannual Monthly 

Spam reports - January - June 2021 

02 

Overview 

Jan - Jun 2021 

Spam reports 

--

Anti-spam challenges 

130.3M 

Platform manipulation refers to the unauthorized use of Twitter to mislead others and/or 

disrupt their experience by engaging in bulk, aggressive, or deceptive activity. This 

prohibited activity includes, but is not limited to, spam, malicious automation, and fake 

accounts. 

This report reflects both the volume of anti-spam challeng�� issued to Twitter accounts 

each month, and the number of reports of spam submitted by people on Twitter. 

Twitter's operations continued to be affected due to the unprecedented COVID-19 

pandemic. 

·•· ·.•••, .··• ...... .. •.. • .. ·• ...•• 
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COVID-19 

Misinformation 
About this report 

As the global community faces the COVID-19 pandemic together, Twitter is helping 

people find reliable information, connect with others, and follow what's happening 

in real time. 

COVID-19 

Misinformation 

PublishedonJanuary25,2022

01. Latest Data

Latest Data 

Overview 

Accounts challenged Accounts suspended Content removed 

Accounts challenged 

11111 

02. Overview

Ill 848 406 2.8K 1.7K 400 937 765 984 1.9K 778 3.5K 

The world has changed dramatically since this pandemic was first declared a public 

health emergency. Since then, public health experts, medical professionals, scientists 

and researchers have been educating and informing us on how to stay safe, and Twitter 

has worked to highlight and empower that vital public conversation. As the global 

vaccination rollout evolves and the pandemic enters a new phase, we are committed to 

ensuring our rules and enforcement match the changing nature of the content we're 

seeing on Twitter. 

Similarly, as the distribution of COVID-19 vaccines expands around the world at varying 

degrees of pace and scale, people continue to turn to Twitter to discuss what's 

happening and find the latest authoritative public health information. As such, we 

continue to prioritize removing or annotating potentially harmful and 

misleading information to ensure that users can readily find credible information during 

this critical phase. 

Further details about some of the most common types of misleading claims which we 

will remove under this policy are provided on our blog. 

Q 
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Account Security 
About this report 

Statistics on how people on Twitter are protecting their accounts. 

01. Overview 
Account Security 
PublishedonJanuary 25,2022 

01. Overview

02. 2FA

02. 2FA 

03. Analysis 

Keeping your account secure is an important part of using Twitter. While we recommend 

a number of best Rractices to users to help them protect their accounts, not all users 

take these precautions. These challenges are not unique to Twitter -- across the 

Internet, individuals are subject to a range of attacks aimed at taking over individual user 

accounts and employ a variety of protections to repel such attacks. In order to shine a 

light on the challenges we all face securing our accounts online, we've begun to publish 

statistics on the security protections used on Twitter accounts. 

Over time, we hope to see the data on this page trend toward better security practices 

for all accounts. We'd also like to see other organizations publish similar account 

security information about their services. Doing so will provide the data necessary for 

security researchers and professionals to continue to advance the state of account 

security on the Internet. 

Two-factor authentication (2FA) is one of our strongest protections against account 

compromise. Enabling 2FA ensures that even if your account password is compromised 

(perhaps due to the reuse of your Twitter password on other, less secure, websites), 

attackers will still be blocked from logging into your account without access to the 

additional authentication required. 

Twitter supports several types of two-factor authentication. These include sending a 

unique code to the phone number linked to an account (Text message/SMS), using a 

mobile app to generate a unique code (authentication app), or using a security key. 

While any form of 2FA is much more secure than not having 2FA enabled at all, some 

forms of 2FA are more secure than others. In general, SMS-based 2FA is the least 

secure due to its susceptibility to both SIM-hijacking and phishing attacks. 

Authentication apps avoid the SIM-hijacking risk, but are still susceptible to phishing 

attacks. Security keys are the newest and most secure form of 2FA since they include 

built-in protections from phishing attacks. 

Over the most recent reporting period (January 2021 through June 2021): 

2FA Usage 

2.5°/o 

Percentage of active Twitter accounts with at 

least one 2FA method enabled on average over 

the reporting period. 

Change Over Period 

+8.7°/o

Percentage change in number ofactiveTwitter 

accounts with at least one 2FA method enabled 

over the reporting period from July to 

December 2020. 

Types of 2FA 

SMS:77.7% 

Auth App: 30.1% 

Security Key: 0.5% 

Breakdown of 2FA methods by percentage of 

account that have each enabled (Note: accounts 

can enable multiple 2FA methods) 










